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3GPP™ Work Item Description
Information on Work Items can be found at http://www.3gpp.org/Work-Items 
See also the 3GPP Working Procedures, article 39 and the TSG Working Methods in 3GPP TR 21.900
Title: 5G-VN Integrated with IETF IP/E-VPN or Compatible with IEEE Ethernet
Acronym: 5G-VPN
Unique identifier: 	{A number to be provided by MCC at the plenary} 
Potential target Release: Rel-17. 
Note that this field above indicates the proposed Release at the time of submission of the WID to TSG approval. It can later be changed without a need to revise the WID. The updated target Release is indicated in the Work Plan.
1	Impacts 	
	Affects:
	UICC apps
	ME
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	CN
	Others (specify)
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2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a … 
	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item



2.2	Parent Work Item 
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	Vertical_LAN
	SA2
	820017
	5GS Enhanced support of Vertical and LAN Services



2.3	Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	N/A
	 


Dependency on non-3GPP (draft) specification: RFC4364, RFC7432
3	Justification
Current 5G-VN solutions specified in TS 23.501 have many documented limitations. As discussed in S2-2000142, it is beneficial to integrate existing wireline IP/E-VPN solutions with 5G-VN, which can achieve the following with just simple changes to 23.501, as an OPTIONAL way of supporting 5G-VN:
· Remove known limitations in the currently specified 5G-VN solutions
· Allow operators to provide Virtual Network services seamlessly across wireline and wireless networks
· Allow all existing and future features/optimizations of IP/E-VPN solutions to be applicable to 5G-VN
This WID results from S2-2000142 and further input received during this Incheon meeting.
This proposal meets TEI criteria in that it is a straightforward enhancement with significant benefits, and it is expected to take 0.5 TU.
4	Objective
[bookmark: _GoBack]The objective is to specify routing/switching-based OPTIONs of supporting 5G-VN in a more complete and optimized way. Some examples are listed below.
1. When members of a 5G-VN are anchored on the same UPF or if no UPF-UPF tunnelling is used, a UPF behaves as an IP router (in case of IP PDU) or Ethernet switch (in case of Ethernet PDU) for the VN, with the PDU sessions treated as logical router/switch interfaces. In the Ethernet case, the switch is IEEE-compatible, including running Spanning Tree Protocols or using other methods to block traffic if needed to prevent looping.
2. When UE members of a 5G-VN are anchored on different UPFs and UPF-UPF tunnelling is used, one of the following two options can be used:
a. The UPF-UPF tunnels are also treated as logical interfaces of the router or IEEE-compatible switch for the VN
· This is then no different from #1, except that in the Ethernet case, if there are more than two UPFs for the VN, Spanning Tree Protocols or other methods must be used to prevent looping among UPFs (and that may lead to non-optimal UPF-UPF forwarding - routing/switching through another UPF).
b. Integrating IETF (wireline) IP/E-VPN solutions
· This removes the need for running SPT on UPF-UPF tunnels and avoids related non-optimal UPF-UPF forwarding
· This applies all current/future IP/E-VPN features/optimizations to 5G-VN
In essence, traffic forwarding is autonomous based on the built-in routing/switching functionalities without the need of SMF programmed PDRs/FARs. Option #1 and #2a can actually be viewed as special case of #2b.
Note: even when these proposed routing/switching-based options are used for a 5G-VN, PDRs/FARs can still be used on top of UPF autonomous forwarding. For example, traffic of different flows to the same destination could be forwarded towards the same member (based on IP/MAC address lookup) but with different QoS treatment (based on PDR/FAR where the PDR contains additional information identifying the flows and the FAR contains additional forwarding treatment).
With option #2b, a UPF behaves as an IP/E-VPN PE (Provider Edge) with IP/MAC VRFs (Virtual Routing and Forwarding tables) or BDs (Bridge Domains) corresponding to 5G-VNs, which are instances of routers/switches mentioned above. The PDU sessions are treated as PE-CE interfaces of IPVPN or ACs (Attachment Circuits) of EVPN in the corresponding VRFs/BDs.
5	Expected Output and Time scale
	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	N/A
	
	
	
	
	



	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	23.501

	A clause 5.8.2.13.4 that specifies the optional alternative, plus some minor relevant changes
	TSG#88
	This will be handled as “TEI17”.



6	Work item Rapporteur(s)
Zhaohui (Jeffrey) Zhang, Juniper Networks, zzhang@juniper.net
7	Work item leadership
SA2

8	Aspects that involve other WGs
N/A 
9	Supporting Individual Members
	Supporting IM name

	Juniper

	Orange

	China Mobile

	KPN

	

	

	

	

	

	

	

	

	

	

	




